Starting Nmap 7.92 ( https://nmap.org ) at 2022-07-03 13:36 EEST

NSE: Loaded 155 scripts for scanning.

NSE: Script Pre-scanning.

NSE: Starting runlevel 1 (of 3) scan.

Initiating NSE at 13:36

Completed NSE at 13:36, 0.00s elapsed

NSE: Starting runlevel 2 (of 3) scan.

Initiating NSE at 13:36

Completed NSE at 13:36, 0.00s elapsed

NSE: Starting runlevel 3 (of 3) scan.

Initiating NSE at 13:36

Completed NSE at 13:36, 0.00s elapsed

Initiating Ping Scan at 13:36

Scanning 199.232.38.22 [4 ports]

Completed Ping Scan at 13:36, 0.13s elapsed (1 total hosts)

Initiating Parallel DNS resolution of 1 host. at 13:36

Completed Parallel DNS resolution of 1 host. at 13:36, 0.06s elapsed

DNS resolution of 1 IPs took 0.06s. Mode: Async [#: 2, OK: 0, NX: 1, DR: 0, SF: 0, TR: 1, CN: 0]

Initiating SYN Stealth Scan at 13:36

Scanning 199.232.38.22 [65535 ports]

Discovered open port 80/tcp on 199.232.38.22

Discovered open port 443/tcp on 199.232.38.22

Stats: 0:00:17 elapsed; 0 hosts completed (1 up), 1 undergoing SYN Stealth Scan

SYN Stealth Scan Timing: About 5.01% done; ETC: 13:42 (0:05:22 remaining)

Stats: 0:00:17 elapsed; 0 hosts completed (1 up), 1 undergoing SYN Stealth Scan

SYN Stealth Scan Timing: About 5.08% done; ETC: 13:42 (0:05:18 remaining)

SYN Stealth Scan Timing: About 19.98% done; ETC: 13:40 (0:03:08 remaining)

SYN Stealth Scan Timing: About 32.24% done; ETC: 13:40 (0:02:42 remaining)

SYN Stealth Scan Timing: About 45.82% done; ETC: 13:40 (0:02:07 remaining)

SYN Stealth Scan Timing: About 63.78% done; ETC: 13:40 (0:01:18 remaining)

Completed SYN Stealth Scan at 13:40, 190.95s elapsed (65535 total ports)

Initiating Service scan at 13:40

Scanning 2 services on 199.232.38.22

Completed Service scan at 13:40, 25.97s elapsed (2 services on 1 host)

Initiating OS detection (try #1) against 199.232.38.22

Retrying OS detection (try #2) against 199.232.38.22

Initiating Traceroute at 13:40

Completed Traceroute at 13:40, 3.02s elapsed

Initiating Parallel DNS resolution of 8 hosts. at 13:40

Completed Parallel DNS resolution of 8 hosts. at 13:40, 0.04s elapsed

DNS resolution of 8 IPs took 0.04s. Mode: Async [#: 2, OK: 5, NX: 3, DR: 0, SF: 0, TR: 8, CN: 0]

NSE: Script scanning 199.232.38.22.

NSE: Starting runlevel 1 (of 3) scan.

Initiating NSE at 13:40

Completed NSE at 13:40, 4.75s elapsed

NSE: Starting runlevel 2 (of 3) scan.

Initiating NSE at 13:40

Completed NSE at 13:40, 1.22s elapsed

NSE: Starting runlevel 3 (of 3) scan.

Initiating NSE at 13:40

Completed NSE at 13:40, 0.00s elapsed

Nmap scan report for 199.232.38.22

Host is up, received syn-ack ttl 54 (0.11s latency).

Scanned at 2022-07-03 13:36:55 EEST for 230s

Not shown: 65533 filtered tcp ports (no-response)

PORT STATE SERVICE REASON VERSION

80/tcp open http syn-ack ttl 54 T-Home Telekom Media Receiver httpd

| http-methods:

|\_ Supported Methods: GET HEAD POST OPTIONS

|\_http-title: Did not follow redirect to https://199.232.38.22/

|\_http-server-header: GatsbyHosting

443/tcp open ssl/https syn-ack ttl 54 GatsbyHosting

| fingerprint-strings:

| GetRequest:

| HTTP/1.1 404 Not Found

| Connection: close

| Content-Length: 354

| cache-control: public, max-age=0, must-revalidate

| content-type: text/html; charset=utf-8

| Accept-Ranges: bytes

| Date: Sun, 03 Jul 2022 10:40:18 GMT

| Via: 1.1 varnish

| Age: 0

| X-Served-By: cache-lga21925-LGA

| X-Cache: MISS

| X-Cache-Hits: 0

| X-Timer: S1656844819.886202,VS0,VE42

| Vary: Accept-Encoding

| Server: GatsbyHosting

| <html lang="en">

| <head>

| <meta charset="utf-8">

| <title>404: Not found</title>

| </head>

| <body>

| <div >

| <div style="outline:none">

| <div style="margin:20px">

| <main>

| <h1>404: Not Found</h1>

| <p>You just hit a route that doesn't exist... the sadness.</p>

| </main>

| </div>

| </div>

| </div>

| </body>

| </html>

| HTTPOptions:

| HTTP/1.1 404 Not Found

| Connection: close

| Content-Length: 354

| cache-control: public, max-age=0, must-revalidate

| content-type: text/html; charset=utf-8

| Accept-Ranges: bytes

| Date: Sun, 03 Jul 2022 10:40:19 GMT

| Via: 1.1 varnish

| X-Served-By: cache-lga21981-LGA

| X-Cache: MISS

| X-Cache-Hits: 0

| X-Timer: S1656844819.375524,VS0,VE183

| Vary: Accept-Encoding

| Server: GatsbyHosting

| <html lang="en">

| <head>

| <meta charset="utf-8">

| <title>404: Not found</title>

| </head>

| <body>

| <div >

| <div style="outline:none">

| <div style="margin:20px">

| <main>

| <h1>404: Not Found</h1>

| <p>You just hit a route that doesn't exist... the sadness.</p>

| </main>

| </div>

| </div>

| </div>

| </body>

|\_ </html>

| http-methods:

|\_ Supported Methods: GET HEAD POST OPTIONS

|\_http-title: 404: Not found

| ssl-cert: Subject: commonName=fallback.tls.fastly.net/organizationName=Fastly, Inc./stateOrProvinceName=California/countryName=US/localityName=San Francisco

| Subject Alternative Name: DNS:fallback.tls.fastly.net

| Issuer: commonName=GlobalSign RSA OV SSL CA 2018/organizationName=GlobalSign nv-sa/countryName=BE

| Public Key type: rsa

| Public Key bits: 2048

| Signature Algorithm: sha256WithRSAEncryption

| Not valid before: 2022-05-02T20:31:02

| Not valid after: 2023-06-03T20:31:01

| MD5: 21b7 adf2 5164 e2b3 c0f2 86f3 fa52 446e

| SHA-1: 6354 0aa9 c2d5 c390 2a8c 417e 3c4a 357b bb40 68c6

| -----BEGIN CERTIFICATE-----

| MIIGlzCCBX+gAwIBAgIMF2HnxELdeN0rQjCUMA0GCSqGSIb3DQEBCwUAMFAxCzAJ

| BgNVBAYTAkJFMRkwFwYDVQQKExBHbG9iYWxTaWduIG52LXNhMSYwJAYDVQQDEx1H

| bG9iYWxTaWduIFJTQSBPViBTU0wgQ0EgMjAxODAeFw0yMjA1MDIyMDMxMDJaFw0y

| MzA2MDMyMDMxMDFaMHMxCzAJBgNVBAYTAlVTMRMwEQYDVQQIEwpDYWxpZm9ybmlh

| MRYwFAYDVQQHEw1TYW4gRnJhbmNpc2NvMRUwEwYDVQQKEwxGYXN0bHksIEluYy4x

| IDAeBgNVBAMTF2ZhbGxiYWNrLnRscy5mYXN0bHkubmV0MIIBIjANBgkqhkiG9w0B

| AQEFAAOCAQ8AMIIBCgKCAQEAwrEA6sosTCemkNCDU4fJ/KBkR+DCmX42Ejq15LWx

| Wsdp7hVSB9p4D/vmnczL3OodvClFKC4kJbyaOkTtcgGsqx3uIF7gXAqnFkOqJQzv

| aMqwzpaqCqCiIE9S0Lq7lRE2UTG/1u+zjVmFvC+wQ0fmaBUFbynXR+hoYSYznYLn

| 83lZT8LzN98t8DjbN489+NwV63wBS6iA2BgzEY+5RRwpClvXHDZgxfgJqsmye/Qs

| PPX3ahGBTmAK1aQ+uZfDeztJzWdUJ3ZIaIIsREEPlyWWSg3M6RlaYzZAEIOmcgTz

| o7UCN2VqQf87qeTDwyJlEhhR/cokQwFTCSD2OoxtgpmbnQIDAQABo4IDTDCCA0gw

| DgYDVR0PAQH/BAQDAgWgMIGOBggrBgEFBQcBAQSBgTB/MEQGCCsGAQUFBzAChjho

| dHRwOi8vc2VjdXJlLmdsb2JhbHNpZ24uY29tL2NhY2VydC9nc3JzYW92c3NsY2Ey

| MDE4LmNydDA3BggrBgEFBQcwAYYraHR0cDovL29jc3AuZ2xvYmFsc2lnbi5jb20v

| Z3Nyc2FvdnNzbGNhMjAxODBWBgNVHSAETzBNMEEGCSsGAQQBoDIBFDA0MDIGCCsG

| AQUFBwIBFiZodHRwczovL3d3dy5nbG9iYWxzaWduLmNvbS9yZXBvc2l0b3J5LzAI

| BgZngQwBAgIwCQYDVR0TBAIwADA/BgNVHR8EODA2MDSgMqAwhi5odHRwOi8vY3Js

| Lmdsb2JhbHNpZ24uY29tL2dzcnNhb3Zzc2xjYTIwMTguY3JsMCIGA1UdEQQbMBmC

| F2ZhbGxiYWNrLnRscy5mYXN0bHkubmV0MB0GA1UdJQQWMBQGCCsGAQUFBwMBBggr

| BgEFBQcDAjAfBgNVHSMEGDAWgBT473/yzXhnqN5vjySNiPGHAwKz6zAdBgNVHQ4E

| FgQU0tdl85bBhLRqK3PY+TL8dxDIbAswggF8BgorBgEEAdZ5AgQCBIIBbASCAWgB

| ZgB1AOg+0No+9QY1MudXKLyJa8kD08vREWvs62nhd31tBr1uAAABgIZ4LLgAAAQD

| AEYwRAIgZmnjytkMXahHevpSDIs8jHwQNoCb2N3qp3XReiRSAxoCIAOcO5O3nKWU

| R5/0GoOVX9Dy0NGD14cfD84WBya/hySVAHYAb1N2rDHwMRnYmQCkURX/dxUcEdkC

| wQApBo2yCJo32RMAAAGAhngrqAAABAMARzBFAiEA0SvJTgPZRiThGp7eoMu/OzST

| 3IY3oFSsAX+v49dx0T0CIBZlt3We9szQvY6L1w6ODQG+vR/69DLQ22h0i4/ylQo5

| AHUAVYHUwhaQNgFK6gubVzxT8MDkOHhwJQgXL6OqHQcT0wwAAAGAhngsngAABAMA

| RjBEAiBPFaEsrJn3QfS5ahVeJ1+86k6RJkxQw6Xbtlv4iSVC0wIgOQR5nt0OFq0H

| I/Di9yi20iayOSyGBkMlrwdzUQH5S4owDQYJKoZIhvcNAQELBQADggEBADdS5rKR

| Kymv7jg53CoHp/wySPRxf0aDlhQ245TA7ScIw0V4jTXqnT/5A+OqChaMNfJkDnd3

| wm+tH2T0XG9tkpiBtJijwxpXaVqFCFVnWXcsLVE2ov8/2EhS7D2yzLLUlnw1kG7A

| F9hAco05LDoKOlxEhctw2uk2+ksEmT5UB4bc2EkSKGxD3bX/H7RJtkCfqM3pQzbM

| czsbb2/72keDmFjHfXX503Wj4+gZ/199CKHgbmVSh9gBBoiLGRuM0DdhTSsKLZez

| 4yohwuT4oaLu2Oamu/a3gznAXoJ2nqT5Rs6P/n+qiCQRaM+MIDrADG4jIU0E6hZ5

| cry/n2f6JQoXw4s=

|\_-----END CERTIFICATE-----

|\_http-server-header: GatsbyHosting

1 service unrecognized despite returning data. If you know the service/version, please submit the following fingerprint at https://nmap.org/cgi-bin/submit.cgi?new-service :

SF-Port443-TCP:V=7.92%T=SSL%I=7%D=7/3%Time=62C17213%P=x86\_64-pc-linux-gnu%

SF:r(GetRequest,2E9,"HTTP/1\.1\x20404\x20Not\x20Found\r\nConnection:\x20cl

SF:ose\r\nContent-Length:\x20354\r\ncache-control:\x20public,\x20max-age=0

SF:,\x20must-revalidate\r\ncontent-type:\x20text/html;\x20charset=utf-8\r\

SF:nAccept-Ranges:\x20bytes\r\nDate:\x20Sun,\x2003\x20Jul\x202022\x2010:40

SF::18\x20GMT\r\nVia:\x201\.1\x20varnish\r\nAge:\x200\r\nX-Served-By:\x20c

SF:ache-lga21925-LGA\r\nX-Cache:\x20MISS\r\nX-Cache-Hits:\x200\r\nX-Timer:

SF:\x20S1656844819\.886202,VS0,VE42\r\nVary:\x20Accept-Encoding\r\nServer:

SF:\x20GatsbyHosting\r\n\r\n<html\x20lang=\"en\">\n<head>\n\x20\x20<meta\x

SF:20charset=\"utf-8\">\n\x20\x20<title>404:\x20Not\x20found</title>\n</he

SF:ad>\n<body>\n\x20\x20<div\x20>\n\x20\x20\x20\x20<div\x20style=\"outline

SF::none\">\n\x20\x20\x20\x20\x20\x20<div\x20style=\"margin:20px\">\n\x20\

SF:x20\x20\x20\x20\x20\x20\x20<main>\n\x20\x20\x20\x20\x20\x20\x20\x20\x20

SF:\x20<h1>404:\x20Not\x20Found</h1>\n\x20\x20\x20\x20\x20\x20\x20\x20\x20

SF:\x20<p>You\x20just\x20hit\x20a\x20route\x20that\x20doesn't\x20exist\.\.

SF:\.\x20the\x20sadness\.</p>\n\x20\x20\x20\x20\x20\x20\x20\x20</main>\n\x

SF:20\x20\x20\x20\x20\x20</div>\n\x20\x20\x20\x20</div>\n\x20\x20</div>\n<

SF:/body>\n</html>")%r(HTTPOptions,2E2,"HTTP/1\.1\x20404\x20Not\x20Found\r

SF:\nConnection:\x20close\r\nContent-Length:\x20354\r\ncache-control:\x20p

SF:ublic,\x20max-age=0,\x20must-revalidate\r\ncontent-type:\x20text/html;\

SF:x20charset=utf-8\r\nAccept-Ranges:\x20bytes\r\nDate:\x20Sun,\x2003\x20J

SF:ul\x202022\x2010:40:19\x20GMT\r\nVia:\x201\.1\x20varnish\r\nX-Served-By

SF::\x20cache-lga21981-LGA\r\nX-Cache:\x20MISS\r\nX-Cache-Hits:\x200\r\nX-

SF:Timer:\x20S1656844819\.375524,VS0,VE183\r\nVary:\x20Accept-Encoding\r\n

SF:Server:\x20GatsbyHosting\r\n\r\n<html\x20lang=\"en\">\n<head>\n\x20\x20

SF:<meta\x20charset=\"utf-8\">\n\x20\x20<title>404:\x20Not\x20found</title

SF:>\n</head>\n<body>\n\x20\x20<div\x20>\n\x20\x20\x20\x20<div\x20style=\"

SF:outline:none\">\n\x20\x20\x20\x20\x20\x20<div\x20style=\"margin:20px\">

SF:\n\x20\x20\x20\x20\x20\x20\x20\x20<main>\n\x20\x20\x20\x20\x20\x20\x20\

SF:x20\x20\x20<h1>404:\x20Not\x20Found</h1>\n\x20\x20\x20\x20\x20\x20\x20\

SF:x20\x20\x20<p>You\x20just\x20hit\x20a\x20route\x20that\x20doesn't\x20ex

SF:ist\.\.\.\x20the\x20sadness\.</p>\n\x20\x20\x20\x20\x20\x20\x20\x20</ma

SF:in>\n\x20\x20\x20\x20\x20\x20</div>\n\x20\x20\x20\x20</div>\n\x20\x20</

SF:div>\n</body>\n</html>");

Warning: OSScan results may be unreliable because we could not find at least 1 open and 1 closed port

OS fingerprint not ideal because: Missing a closed TCP port so results incomplete

Aggressive OS guesses: Crestron XPanel control system (90%), OpenWrt 0.9 - 7.09 (Linux 2.4.30 - 2.4.34) (88%), OpenWrt White Russian 0.9 (Linux 2.4.30) (88%), OpenWrt Kamikaze 7.09 (Linux 2.6.22) (88%), OpenBSD 4.3 (88%), Asus RT-AC66U router (Linux 2.6) (87%), Asus RT-N10 router or AXIS 211A Network Camera (Linux 2.6) (87%), Linux 2.6.18 (87%), Asus RT-N16 WAP (Linux 2.6) (87%), Asus RT-N66U WAP (Linux 2.6) (87%)

No exact OS matches for host (test conditions non-ideal).

TCP/IP fingerprint:

SCAN(V=7.92%E=4%D=7/3%OT=80%CT=%CU=%PV=N%DS=9%DC=T%G=N%TM=62C1722D%P=x86\_64-pc-linux-gnu)

SEQ(SP=106%GCD=1%ISR=10C%TI=Z%II=I%TS=21)

OPS(O1=M584ST11NW9%O2=M584ST11NW9%O3=M584NNT11NW9%O4=M584ST11NW9%O5=M584ST11NW9%O6=M584ST11)

WIN(W1=FFFF%W2=FFFF%W3=FFFF%W4=FFFF%W5=FFFF%W6=FFFF)

ECN(R=Y%DF=Y%TG=40%W=FFFF%O=M584NNSNW9%CC=N%Q=)

T1(R=Y%DF=Y%TG=40%S=O%A=S+%F=AS%RD=0%Q=)

T2(R=N)

T3(R=N)

T4(R=Y%DF=Y%TG=40%W=0%S=A%A=Z%F=R%O=%RD=0%Q=)

U1(R=N)

IE(R=Y%DFI=N%TG=40%CD=S)

Uptime guess: 0.000 days (since Sun Jul 3 13:40:18 2022)

Network Distance: 9 hops

TCP Sequence Prediction: Difficulty=258 (Good luck!)

IP ID Sequence Generation: All zeros

Service Info: Device: media device

TRACEROUTE (using port 443/tcp)

HOP RTT ADDRESS

1 5.54 ms 192.168.100.1

2 7.95 ms StamAcasa.rdsnet.ro (10.0.0.1)

3 7.02 ms TotulVaFiBine.rdsnet.ro (10.30.4.33)

4 32.61 ms 10.220.190.116

5 29.39 ms ffm-b5-link.telia.net (213.248.99.137)

6 30.31 ms ffm-bb2-link.ip.twelve99.net (62.115.114.90)

7 ...

8 39.71 ms prs-bb2-link.ip.twelve99.net (62.115.122.138)

9 111.26 ms 199.232.38.22

NSE: Script Post-scanning.

NSE: Starting runlevel 1 (of 3) scan.

Initiating NSE at 13:40

Completed NSE at 13:40, 0.00s elapsed

NSE: Starting runlevel 2 (of 3) scan.

Initiating NSE at 13:40

Completed NSE at 13:40, 0.00s elapsed

NSE: Starting runlevel 3 (of 3) scan.

Initiating NSE at 13:40

Completed NSE at 13:40, 0.00s elapsed

Read data files from: /usr/bin/../share/nmap

OS and Service detection performed. Please report any incorrect results at https://nmap.org/submit/ .

Nmap done: 1 IP address (1 host up) scanned in 230.86 seconds

Raw packets sent: 131292 (5.780MB) | Rcvd: 172 (8.504KB)